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Why are ccTLDs important?

End of Q1 2020 (source: Verisign DNIB)

157.4 million in ccTLDs 209.4 million in gTLDs

Top 10 largest TLDs by number of reported domains contain 7 ccTLDs:
.com, .tk, .cn, .de, .net, .uk, .org, .icu, .nl, .ru
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TLD-OPS

TLD-OPS is the incident response community for and by ccTLDs and brings 
together people who are responsible for the operational security and stability 
of their ccTLD. 

The goal of the TLD-OPS community is to enable ccTLD operators worldwide 
to detect and mitigate incidents that may affect the security and stability of 
ccTLD services, such as DDoS attacks, malware infections, and phishing 
attacks. The aim of TLD-OPS is to further extend members' existing incident 
response structures, processes, and tools and not to replace them.

TLD-OPS is open to every ccTLD, irrespective of ccNSO membership.
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Thank you!
ccnsosecretariat@icann.org


